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Introduction

At least half of all Americans have been bullied at one point in their lives. Whether it was teasing on the playground, taunting in the school yard, or tackling in the hallways, bullying has been part of “growing up” for generations. Not often did parents, educators, or legislators think of intervening; but times have changed. And if ever you have heard that “bullying is nothing but a rite of passage to adulthood,” think again.

With the rapid development of information and communication technologies, a new form of harassment has emerged. Cell phones and social networking sites such as Facebook may have enabled people to become more closely connected and interwoven, but they have also amplified standard adolescent cruelty to a level unprecedented. From “flaming”\(^1\) to “happy slapping,”\(^2\) thousands of teenagers across the nation have experienced “cyberbullying” in one way or another\(^3\) – and the numbers are only rising.\(^4\)

In addition to causing substantial psychological harm and emotional distress, cyberbullying has been blamed for nearly a dozen teen suicides. Just last week, New Yorker Jamey Rodemeyer, a 14-year old boy from Williamsville, near Buffalo, NY, took his life after what his parents claim was years of bullying because of struggles with his sexuality. His tragic death has gained national attention, including from superstar Lady Gaga, who said cyberbullying must be outlawed.

\(^1\) Sending angry, rude, or obscene messages to a person, either privately, or through an online group.

\(^2\) Recording a victim’s physical assault, then distributing videos and/or pictures to others.

\(^3\) Forty-two percent of kids have been bullied while online. One in 4 have had it happen more than once. Thirty-five percent of kids have been threatened online. Nearly 1 in 5 have had it happen more than once. Twenty-one percent of kids have received mean or threatening e-mail or other messages. Fifty-eight percent of kids have said mean or hurtful things to them online. More than 4 out of 10 say it has happened more than once. Fifty-three percent of kids admit having said something mean or hurtful to another person online. More than 1 in 3 have done it more than once. Fifty-eight percent have not told their parents or an adult about something mean or hurtful that happened to them online. Based on 2004 i-SAFE survey of 1,500 students grades 4-8

In January 2010, a 15-year old girl named Phoebe Prince killed herself after weeks of bullying, both online and at school. Even after her death, students continued to leave vindictive comments on her Facebook memorial page. This past September, Tyler Clementi, an 18-year-old Rutgers student, committed suicide by jumping off the George Washington Bridge after two classmates secretly taped him during a sexual encounter with a man and broadcast it over the Web.\(^5\)

Cyberbullying is a serious threat to society, and this recent string of “bullycides” only reinforces the need for action. As we embark on National Bullying Prevention Month in October\(^6\), it is time to stop and think about the state of cyberbullying of youth in the State of New York and what tools we have to address this growing problem.

In New York, victims of cyberbullying can seek some justice through existing criminal and tort laws, but these legal remedies are not adequate to solve this new and emerging problem. In order to address cyberbullying, the Independent Democratic Conference will introduce legislation that will bring our state’s stalking and manslaughter statutes up to date, give bullies a concrete reason to quit their online antics, and provide victims and prosecutors with laws that can be enforced against this new breed of bully.

**What Is Bullying?**

Generally speaking, a situation may be classified as “bullying” when it satisfies the following three conditions:

(1) Negative or malicious behavior;
(2) Behavior that occurs repeatedly over a period of time; and
(3) An asymmetry of power between the parties involved.

According to the Journal of the American Medical Association (JAMA), “this asymmetry of power may be physical or psychological, and the aggressive behavior may be verbal (e.g. name calling, threats, taunting, malicious teasing), physical (e.g. hitting, kicking, spitting, pushing, taking personal belongings), or psychological (e.g. spreading rumors, engaging in school exclusion, extortion, or intimidation).”\(^7\)

---


\(^6\) National Bullying Prevention Month is a campaign in the United States founded in 2006 by Pacer’s National Center for Bullying Prevention. This campaign unites communities nationwide to educate and raise awareness of bullying prevention.

A 2001 study revealed that as many as 30 percent of students in grades 6 through 10 in public and private schools across the United States were moderately or frequently involved in bullying – either as a bully (13 percent), a victim (10.6 percent), or both (6.3 percent). The study further discovered that bullying was more frequent among middle school students (grades 6 through 8) than among high school students (grades 9 and 10).  

While there is no place safe from bullying there are areas where bullying is worse. School bullying statistics and cyberbullying statistics in 2007 revealed the five top worst states to live in to avoid bullies in K-12 were 1. California 2. New York 3. Illinois 4. Pennsylvania 5. Washington.

**Bullying in a Digital Age**

As technology has evolved, so has the problem of bullying. The rise of the Internet may have been hailed as one of the greatest technological innovations of all time, but it has also radically changed the nature of social interactions. It should come to no surprise then that today’s youth “have found a way to engage in bullying through the same technology as the one they use to interact with each other and with the world.”

As one author so cleverly noted:

> “Take the dynamic of traditional bullying and superimpose a generation of kids who are fully wired – frequent and savvy users of the Internet, email, instant messaging, and social networking sites (...) – and you have the perfect storm for cyberbullying.”

> “The brief taunt on the playground or the bus heard only by a few [has become] a nasty, profanity-laced comment on a web page, often anonymous, complete with an embarrassing photo, and viewed by a potentially unlimited number of people, both known and unknown.”

> “In short, bullying has entered the digital age.”

---


10 Mary Sue Backus, p.158.
Technology plays a critical role in teenagers’ lives, and “the Internet is the backbone of their overall media milieu.” More than 84 percent of teens own devices that provide access to the Internet, including computers, and cell phones. More and more teenagers take advantage of existing technological innovations to make plans with friends, joke around, or check in with parents. Networking sites currently dominate the online social world, but recent research suggests that cell phones are still the most popular technology utilized, with almost 83 percent of youth between the ages of 10 and 18 using one at least weekly.

What Is Cyberbullying?

While definitions of cyberbullying often vary, all of them typically include an element of deliberate, hostile behavior intended to inflict emotional distress or harm. The Cyberbullying Research Center, for example, defines cyberbullying as “willful and repeated harm inflicted through the use of computers, cell phones, and other electronic devices.” Another definition includes “the use of information and technology such as e-mail, instant messaging, the publishing of defamatory personal web sites, and online personal polling web sites (...) to support conscious, willful, deliberate, repeated, and hostile behavior by one or more people with the intent to harm others.”

Cyberbullying differs from cyberharassment or cyberstalking in that the act is perpetrated by minors against minors. Once adults are involved, the offense is referred to as cyberharassment or cyberstalking. The National Center for Victims of Crime (NCVC) defines cyberstalking as “threatening behavior or unwanted advances directed at another using the Internet and other forms of online and computer communications.” Cyberstalking is also often referred to as electronic stalking, where stalking “generally involves harassing or threatening behavior that an individual engages in repeatedly” against the victim, sometimes even the victim’s family.

11 Ibid.

12 Marcy Sue Backus, p.156.


Cyberharassment and cyberstalking are often used interchangeably, though they differ based on their frequency: cyberstalking typically requires two or more contacts whereas cyberharassment may only involve a single incident. The main motive, as with cyberbullying, is usually one of control; “it is a way for the criminal to insert himself forcefully into the victim’s life.”

Online harassment can affect any age group, but adolescents seem to be especially vulnerable to online attacks. Peer acceptance is crucial to young people, so “being cyberbullied by their peers may create stress, frustration, and anger that negatively impacts other areas of psychological and cognitive development.” The emotional consequences go beyond the schoolyard and virtually spill into every aspect of victims’ lives.

**Methods of Cyberbullying**

Both cyberbullying and cyberstalking can take place in Internet chat rooms, on social networking websites, and via email, BBM (Blackberry messages) or text message, among others. With rapidly evolving technology, it is only a matter of time until the number of venues and opportunities for cyberbullying increase even further.

Cyberbullying and cyberstalking can consist of the direct sending of threatening or harassing emails to the victim, the proliferation to others of a single message, image or video about the person, or the more complex act of infecting the victim’s computer with electronic viruses and hacking programs in order to gain control of and access into the victim’s life. Typical methods of cyberstalking include:

- Sending intimidating, threatening, obscene and/or unsolicited emails, text messages, or other electronic communication;
- “Spamming” (sending countless emails or text messages containing pornographic or marketing material);
- “Hate mail” (hate-inspired and oppressive harassment, based on race, ethnicity, religion, sex, gender, sexuality, socioeconomic class, and others);
- Leaving improper messages on online message boards or sending hurtful and damaging messages to others;
- Infecting the victim’s computer with viruses or spyware; and
- Tracing the victim’s activity on the Internet, then stealing his or her identity.

---


19 Alison Virginia King, pp.851-852.

Cyberbullying exhibits similar characteristics as cyberstalking, yet also encompasses behavior that is more reflective of a younger age group:\(^{21}\)

- “Flaming” (hurtful, cruel, and oftentimes intimidating messages intended to inflame, insight, or enrage);
- “Happy slapping” (recording physical assaults on mobile phones or digital cameras, then distributing them to others);
- “Trolling” (deliberately and deceitfully posting information to entice genuinely helpful people to respond (often emotionally), often done to provoke others);
- Posting malicious statements or compromising pictures of the victim on a website (“bash board”);
- “Outing” (sharing another person’s secrets or embarrassing information/images online);
- “Dissing” (sending or posting gossip or rumors about a person to damage his/her reputation or friendships);
- Impersonation (pretending to be someone else and sending or posting material to get that person into trouble); and
- Exclusion (intentionally and cruelly excluding someone from an online group).

**Impact of Cyberbullying**

The National Crime Prevention Council (NCPC) reports that cyberbullying is at a all time high with 43% of teenagers reporting being victims of cyberbullying. Cyberbullying inspires psychological reactions that are very similar to traditional bullying: Low self-esteem, frustration, shock, depression, and anxiety are only some of the many consequences,\(^ {22}\) often leaving the victim with long-lasting emotional scars that extend far into adulthood. Not just victims, however, are affected by cyberbullying. Studies suggest that bullies, too, are more likely to drop out of school and more likely to be involved in criminal behavior as adults. The cycle of bullying is allegedly perpetuated into the next generation when bullies become older and have more aggressive children.\(^ {23}\)


\(^{22}\) National Center for Victims of Crime (NCVC).

\(^{23}\) Mary Sue Backus, p.158.
In many ways, the harm caused by cyberbullying may be greater than the harm caused by traditional bullying. Online bullying can be especially vicious because the anonymity of the Internet allows cyberbullies to mask their true identity and thereby solicit the involvement of unknown “friends” – all without fear of retaliation. With the click of a mouse, harmful material can be distributed to millions of people around the world who have the ability to view and download it before it has the chance to disappear. Oftentimes, spiteful comments can remain online, forcing victims to relive the pain every time they turn on their computers or visit a certain webpage. Those who are being cyberbullied have virtually no escape: their victimization is ongoing.

Victims of cyberbullying are also less likely to come forward or tell their parents. As Nancy Willard, founder of the Center for Safe and Responsible Internet Use, notes, “Teens may be reluctant to tell adults what is happening online or through their cell phones because they are emotionally traumatized, think it is their fault, fear greater retribution, or fear online activities or cell phone use will be restricted.”

**Empirical Studies**

According to the latest national study, conducted by the Iowa State University (ISU) Research Institute for Studies in Education (RISE) and published in March 2010, 54 percent - or one out of every two – lesbian, gay, bisexual, transgender (LGBT) and allied youths are regular victims of cyberbullying. Among the non-heterosexual respondents, 45 percent reported feeling depressed as a result of being cyberbullied, 38 percent felt embarrassed, and 28 percent felt anxious about attending school. More than one quarter (26 percent) of respondents who reported being victims of cyberbullying within the 30 days prior to the survey said they experienced suicidal thoughts.

---


25 Nancy Willard, p.5.

26 Ibid.


28 Earlier this month the California State Senate passed "Seth's Law" a measure designed to curb anti-gay bullying in schools.
The results indicate a disturbing trend with even more troublesome consequences. According to Warren Blumenfeld, the study’s lead author, the old saying, “sticks and stones may break my bones,” is no longer applicable in the traditional sense, as the power of the Internet has changed the reach, longevity, and force of the written word. Especially in cases where it is intended to cause psychological and emotional distress, words can now do more than just hurt the other person – “they can kill.” Nearly a dozen cases of suicide by bullying (also known as “bullycide”) have already occurred among children between the ages of 12 and 15 – including the most recent one of Tyler Clementi in September 2010.

While this latest study has focused on the impact of cyberbullying on LGBT and allied students between the ages of 11 and 22, it is certainly not limited to non-heterosexual youths. A different study, conducted in February 2010 by the Cyberbullying Research Center, discovered that approximately 20 percent of the students sampled experienced cyberbullying in their lifetimes. More than thirteen percent of students had been subjected to mean or hurtful comments and 12.9 percent to rumors within the past 30 days. Seventeen percent of the students interviewed reported being cyberbullied at least twice during that same time period. Adolescent girls were particularly more prone to being cyberbullied in their lifetimes than were boys (25.8 percent vs. 16 percent).

On the other end of the spectrum were those who admitted to cyberbullying others: approximately 20 percent identified themselves as bullies. The most common methods of cyberbullying included posting mean or hurtful comments and spreading rumors. Eleven percent of the sample admitted to cyberbullying a victim at least twice over the past 30 day. According to the Cyberbullying Research Center, girls were more likely to spread rumors, while boys were more likely to post hurtful pictures or videos.

What is Being Done About Cyberbullying?

School Policies

As cyberbullying continues to spread throughout the country, the debate has intensified over who should take the lead in combating the threat. Schools have been especially under fire from parents to take appropriate action, but when is the school’s intervention appropriate, and when does it infringe on students’ privacy? The truth is that, back in the days of traditional bullying, schools were much better prepared and able to handle inappropriate behavior. Cyberbullying goes way beyond your average schoolyard brawl or hallway scuffle.

---


For one, cyberbullying has no geographic boundaries. Students engaging in cyberbullying may be doing so using personal digital devices such as cell phones or laptops while on school property; or they may be using a school’s Internet system from home, if access is allowed. Sometimes the person who is being bullied at school is also being bullied online. In other cases, the cyberbully may be a person whom the victim does not know, or an online stranger. All of these situations may be tricky, since not all cyberbullying occurs on-campus or using school-owned property.

The second problem facing school administrators is actually identifying the cyberbully and determining appropriate punishment. Just as cyberbullying transcends the walls of a classroom or home, it also has the ability to blur the lines between victims and bullies. “Sometimes the student who is victimized at home is also being bullied online. But other times, the person who is victimized at school becomes a cyberbully and retaliates online. Still other times, the student who is victimized will share his or her anger or depression online as distressing material.” The point is that school officials investigating cases of cyberbullying need to make sure that they thoroughly analyze the situation, taking into account both in-person and online encounters, before taking matters into their own hands.

Finally, cyberbullying brings forth a wide array of legal issues. Once cyberbullying is suspected, when can a school monitor and search a student’s Internet use records? Did the student have to be physically located on school property at the time of the incident? What if cyberbullying was conducted from a personal digital device? Would school policies conflict with wiretapping laws? None of these questions are easy to answer; yet, schools have a duty to implement sensible precautions. In the end, it is up to their discretion how they address cyberbullying conducted through their district’s Internet system, the use of school-owned property, and on campus, as long as it resonates with state and municipal laws, if such laws exist.

Most importantly, however, and perhaps the most contentious debate surrounding cyberbullying policies has been the issue of free speech. For years, schools confronted cyberbullying by applying the “Tinker Standard,” which arose from Tinker v. Des Moines Independent Community School District, the landmark case that defined the First Amendment rights of students in 1969. Over the course of the years, Tinker was adapted to respond to new challenges concerning student speech. However, in all of those cases student speech took place on campus. Once cyberbullying in an off-campus environment came into play, however, things become a little more complicated.

31 Nancy Willard, p.4.

32 Nancy Willard, p.4.

33 Tinker v. Des Moines Independent Community School District, the Supreme Court ruled that neither students nor teachers should be expected to abandon their First Amendment rights in the classroom. The ruling was a direct response to a case in which three high school students had been prohibited from expressing their opposition to the Vietnam War by wearing black armbands to class.
Many have argued that schools’ authority over speech, as defined in Tinker, should be expanded because online harassment often originates outside of school but then carries its “sting” into the classroom. Since then, courts have generally ruled that, in order for schools to regulate online or electronic speech, it must have caused or threatened to cause a substantial and material disruption of the school environment, or an interference with the rights of students to be secure.

State Laws

In addition to establishing voluntary cyberbullying policies in the schools, at least 42 states across the country have passed laws to ensure these policies are both streamlined and set in statute. New Hampshire and Pennsylvania, for example, require school boards to adopt policies that include cyberbullying prevention and intervention training for students and school employees. Rhode Island takes a step further by calling for the establishment of a cyberbullying task force comprised of parents, volunteers, community representatives, and enforcement agencies. In New Jersey, a law took effect September 1, which is considered the toughest legislation against bullying in the nation. Propelled by public outcry over the suicide of Rutgers University freshman Tyler Clementi nearly a year ago, the new law, known as the Anti-Bullying Bill of Rights, demands that all public schools adopt comprehensive antibullying policies (there are 18 pages of “required components”), increase staff training and adhere to tight deadlines for reporting episodes.

Another popular approach is that of criminalizing cyberbullying by amending existing harassment laws or drafting new laws entirely. A review of state laws conducted by the Cyberbullying Research Center in July 2010 found that at least 30 states have laws that include the term “electronic harassment,” and 5 states have laws that include the term “cyberbullying.”

---

34 Shira Auerbach, p.1653.
35 Nancy Willard, p.9.
38 Sameer Hinduja & Justin W. Patchin.
Tennessee’s TN Code Ann. §39-17-308, for example, makes any communication, including electronic communication, with a “malicious intent to frighten, intimidate or cause emotional stress” a class A misdemeanor punishable by up to $2,500 in fines and up to one year in jail.\textsuperscript{39} Louisiana was the most recent state to address cyberbullying and, in August 2010, created a law prescribing a punishment of up to $500 in fines and/or up to six months in jail for offenders over the age of 17; those under 17 will be forced to undergo counseling for a first offense and subject to misdemeanor charges for secondary offenses.\textsuperscript{40}

The most comprehensive cyberbullying laws by far can be found in Illinois, which includes definitions for cyberharassment, cyberstalking, and, most recently, cyberbullying, which was added in an amendment of the Harassing and Obscene Communications Act in 2008. Illinois now prohibits “harassment through electronic communications”\textsuperscript{41} at large, including the use of electronic communication to make “any comment, request, suggestion or proposal which is obscene with an intent to offend.” The statute also sets forth special terms for victims under the age of 13 and cyberbullies over the age of 16.

**Federal Laws**

In those cases where states lack appropriate laws, victims of cyberbullying look to the federal government for relief. Yet, even federal law is often unable to offer comprehensive redress. The most infamous example is the case of Megan Meier, who committed suicide shortly before her 14\textsuperscript{th} birthday in 2006. Following comments made by online friend “Josh,” a 16-year old boy whom she had befriended on social networking site MySpace, Meier hung herself in her bedroom closet and was pronounced dead the following day. Six weeks after her death, a tip-off revealed that “Josh” was fabricated as a prank by Lori Drew, a classmate’s mother.\textsuperscript{42}

Absent suitable state laws, the only way Drew could be convicted was by using the Computer Fraud and Abuse Act,\textsuperscript{43} which prohibits accessing a computer without authorization and via interstate commerce to obtain information to inflict emotional distress. Originally intended to combat computer hacking, it was the first time the Act had ever been applied in a social networking case. Drew was convicted on three counts of misdemeanor computer fraud for using MySpace to set up a phony account, but was acquitted of felony charges of unauthorized computer access to inflict emotional distress. A higher court later overturned the misdemeanor convictions citing Constitutional concerns.

\textsuperscript{39} NCSL.

\textsuperscript{40} Adam Duvernay.

\textsuperscript{41} 720 ILCS 135/1-2.


\textsuperscript{43} 18 USC 371, 18 USC 1030 (a)(2)(C), (c)(B)(ii), and 18 USC 2(a),(b)
Following public outrage over the inability to charge Drew with an offense that fit her crime, Congress introduced a bill in an effort to patch up that loophole in the law. Also known as the Megan Meier Cyberbullying Prevention Act (H.R. 1966), the bill sought to prohibit “[the transmission] in interstate or foreign commerce [of] any communication, with the intent to coerce, intimidate, harass, or cause substantial emotional distress to a person, using electronic means to support severe, repeated, and hostile behavior.”

Unfortunately, while the bill was well intentioned, its language was too vague to pass the First Amendment test. In a heated debate, civil rights groups and politicians across the country argued that creating such a law would not only infringe on free speech rights but also create a heavy burden for the federal government. In order to avoid any First Amendment conflicts, the bill language would have to be significantly refined, they contended, and given monitoring and enforcement issues, it would be best to relegate authority over cyberbullying laws to the state level.

Some others have argued that it is Internet Service Provider (ISPs) who should be held accountable for allowing bullies to post hurtful language and images onto their servers. The problem, however, is the following: Under standard common-law principles, book publishers and newspaper publishers are held liable for anything that appears on their pages because arguably they have “the knowledge, opportunity, and ability to exercise editorial control over the content of [their] publications.” Contrary to publishers, however, distributors such as newsstands, book stores, and libraries are generally not responsible for the content of the material they distribute. The argument is that it would be impossible for distributors to read every single publication before they sell or distribute it, and the same concept applies to interactive online services, such as blogs, forums, and listservs.

---


Also known as the *Communications Decency Act (CDA)*, this federal law was passed in 1996 to grant immunity from tort liability to all online providers, as long as the information under consideration originated from third parties. The Act offers “protection for Good Samaritan blocking and screening of offensive material” by stating that “no provider or user of an interactive computer service shall be treated as the publisher or speaker of any information provided by another information content provider.” Section 230 further provides that “[n]o cause of action may be brought and no liability may be imposed under any State or local law that is inconsistent with this section.”

For better or for worse, the goal of the CDA was to promote the Internet as a “forum of diversity of political discourse and an avenue for intellectual activity by minimizing government interference therein.”

So, while neither existing federal law nor legislation have succeeded in offering the public with adequate legal tools to combat cyberbullying, efforts to do so have not stopped. On August 11, 2010, legislators, advocates, and civic leaders gathered at a Federal Partners in Bullying Prevention Summit and made several recommendations to reduce the threat of cyberbullying. Among their suggestions was the implementation of comprehensive legislation that focuses on inclusive anti-bias education, hate crime prevention and bullying, cyberbullying, and harassment education.

**New York’s Laws**

A similar law already passed in New York and will take effect on July 1, 2012. Also known as the *Dignity for All Students Act (DASA)*, the Act is intended to provide students with a safe school environment by requiring school districts to adopt policies, training programs, and guidelines to combat harassment “based on a person’s actual or perceived race, color, weight, national origin, ethnic group, religion, religious practice, disability, sexual orientation, gender, or sex.”

DASA explicitly defines “harassment” as “the creation of a hostile environment by conduct or by verbal threats, intimidation or abuse that has or would have the effect of unreasonably and substantially interfering with a student’s educational performance, opportunities or benefits, or mental, emotional or physical well-being; or conduct, verbal threats, intimidation or abuse that reasonably causes or would reasonably be expected to cause a student to fear for his or her physical safety.”

---
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52 Bill Language retrieved from S.1986-B (Duane); signed into law on 8 September 2010.
DASA was first introduced in 1999. Yet, with all of the benefits that come with prohibiting the kind of overt bullying that faculty, staff or students might see in classrooms, hallways, or the cafeteria, it could have gone much further. What the law does not explicitly tackle is the kind of bullying that takes place on the Internet and via cell phones, and therefore often goes undetected. The missing component of cyberbullying leaves the door open for a ferocious type of harassment that can be even more damaging than a physical confrontation.

So what other recourse do victims of cyberbullying have in New York? While New York does not have a specific statute dedicated solely to cyberbullying, it does criminalize harassment and stalking, as provided under section 240 of the Penal Law. Some of these laws include elements that could be used to prosecute cyberbullying, but they still have many loopholes that make them ill-suited to address the issue in the long-run.

Harassment Laws

New York’s harassment laws address any course of conduct that is perpetrated repeatedly “with [the] intent to harass, annoy or alarm another person” without any legitimate purpose other than to “[place] such person in reasonable fear.” While cyberbullying could certainly be interpreted to fall into the realm of such conduct, the burden falls on the victim to prove that he or she was subject to more than just unpleasant speech. Harassment must also have occurred repeatedly and, if convicted, the offense only carries a violation or a class B misdemeanor at the most – a punishment that, in many cases, does not come close to bringing justice to cyberbullying victims.

Unlike general harassment, aggravated harassment is treated more sternly with up to a class E felony (for aggravated harassment in the first degree) and no stipulations on the frequency of such behavior (in other words, it could have been a one-time incident). Instead of conduct, it also specifically addresses communication – “anonymously or otherwise, by telephone” or “any other form of written communication” and “with [the]

53 Governor David A. Paterson.


55 Penal Code §240.25 harassment in the first degree and §240.26 harassment in the second degree.

56 Penal Code §240.26 harassment in the second degree.

57 Penal Code §240.25 harassment in the first degree.

58 Shira Auerbach, p.1665.

59 Penal Code §240.30 aggravated harassment in the second degree and §240.31 aggravated harassment in the first degree.
intent to harass, annoy, threaten or alarm another person.” The statute further includes a section to deal with communication by mechanical or electronic means.

The problem with this approach, however, is that the communication must have been made “to an ‘unwilling recipient’ whose privacy interests [were] being intolerably invaded.” The communication must have been initiated by the harasser, but in the complex world of cyberbullying where the roles of victims and bullies are often cloudy, it is impossible to know how their interaction first started.

The second problem is that the aggravated harassment statute was not created to prevent the distribution of harmful material about an individual. In People v. Dupont, the First Department emphasized in its ruling that §240.30 was not a substitute for defamation laws, a concept explored in more detail later on in this report. Since then, prosecutors have been essentially blocked from successfully bringing aggravated harassment claims on behalf of cyberbullied victims.

### Stalking Laws

Besides harassment and aggravated harassment, victims of cyberbullying could potentially also seek recourse under the state’s stalking laws. As with harassment, however, they are not suitable in the context of cyberbullying:

Penal Law section 120.45, stalking in the fourth degree (a class B misdemeanor), addresses conduct that “causes material harm to the mental or emotional health of such person,” but only in cases where such communication was initiated by the stalker and the stalker “was previously clearly informed to cease such conduct.”

Section 120.50, stalking in the third degree (a class A misdemeanor), includes the element of intent, where the stalker must have intentionally engaged in a course of conduct to cause the victim “to reasonably fear physical injury or serious physical injury” – yet no mention of psychological or emotional harm.

And finally, §120.55 stalking in the second degree (a class E felony) adds an age requirement where the stalker must be 21 years of age or older and “repeatedly [commit] acts over a period of time intentionally placing or attempting to place [a]...

---
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63 In People v. Dupont, 486 N.Y.S.2d 169 (App. Div. 1985), the court overturned a defendant’s conviction under §240.30 for aggravated harassment after distributing a magazine containing cartoons that depicted his previous attorney in an uncomplimentary light. “The court held that, as offensive as the defendant’s activities may have been, they did not violate §240.30, which was designed neither to prevent dissemination or publication of displeasing material about an individual, nor to substitute for defamation laws” (Shira Auerbach, p.1666).
person who is under the age of fourteen in reasonable fear of physical injury, serious injury, or death.” This age stipulation limits the applicability of the statute to cyberbullying victims and their perpetrators, and as with stalking in the third degree, the statute only refers to injuries that are physical in nature.64

Surveillance & Dissemination Laws

Other related offenses under which cyberbullying may be prosecuted are unlawful surveillance and dissemination of an unlawful surveillance image in the first and second degree (NY Penal Law §250.45, §250.50, §250.60 and §250.55, respectively). These, however, only apply to cases in which a photo or video footage was recorded and then intentionally published or distributed.

The caveats are three-fold: (1) the images must have been recorded for the purpose of degrading or abusing the victim and without such victim’s knowledge or consent; (2) the images must be of the victim dressing or undressing or his/her sexual or other intimate parts at a place and time when he or she had a reasonable expectation of privacy; and (3) dissemination of such images can only be prosecuted under these statutes if the offender had knowledge of the unlawful conduct satisfying the essential conditions of unlawful surveillance in the first or second degree. The likelihood of successfully charging a cyberbully for either of these offenses is, therefore, slim to none.

Civil actions

There are a couple of means by which to go after a cyberbully civilly. Two specific torts come to mind: defamation and intentional infliction of emotional distress (IIED). Yet, there are several reasons why they, too, cannot provide sweeping relief for cyberbullying victims.

The private civil action against a tortfeasor for defamation was originally created to protect a person from false statements that damage his or her reputation. Defamation consists of two parts: slander (spoken defamation) and libel (printed and broadcast defamation). For speech to be considered defamatory, a person must have made a factual assertion, “or a statement of opinion that brings about a factual interference”65 and that assertion must be proven false and to have caused damages. Because of the gray area between a statement of fact and one of opinion, courts have developed a ‘totality of the circumstances’ test to examine the language, content, and context of the publication.66 “If the publication is construed in a manner that is “reasonably

64 §120.60 stalking in the first degree (a class D felony) adds intention and recklessness to §120.55 stalking in the second degree (a class E felony).

65 Shira Auerbach, p.1667.

66 “Since ‘[a] word is not a crystal, transparent and unchanged, [but] is the skin of a living thought and may vary greatly in color and content according to the circumstances and the time in which it is used,’ the facts surrounding the publication must also be carefully considered” (Lectric Law Library, “Fact or Opinion re Defamation,” retrieved 30 November 2010 from Lectric Law Library website, available at: http://www.lectlaw.com/def/f087.htm).
susceptible of a defamatory meaning and [can] be reasonably understood in the defamatory sense,” then the statement is actionable.67

For cyberbullying victims, this means that any expression of opinion that cannot be convincingly proven as falsely stating an actual fact – no matter how offensive, negative, or abusive – is not actionable in civil court.

A second drawback to the tort of defamation is that it can only be used in instances where offensive material was published to a third party. Often times, cyberbullying occurs in a private communication between the bully and the victim, in which case a defamation suit would be ineffective. The cause of action would, however, be useful in instances involving social networking websites and blogs, as evidenced in the case of David Knight in Canada. Knight’s classmates had created a website entitled “Welcome to the page that makes fun of David Knight” in which they accused him of pedophilia and the use of date rape drugs to take advantage of young boys.68

A final option for victims of cyberbullying lies in the tort of intentional infliction of emotional distress (IIED), which American jurisprudence has recognized for decades as a basis for civil liability. To succeed in an IIED claim, a cyberbullying victim must demonstrate that (a) the bully either intended to cause emotional stress or should have reasonably known that his/her actions would result therein; (b) the bully’s conduct was so outrageous and extreme that it could never be tolerated by civilized society; (c) the bully’s actions are what prompted the victim’s psychological injuries; and (d) the mental anguish suffered by the victim is so severe that no reasonable person could ever be expected to endure it.69

While IIED seems like the best legal remedy for cyberbullying victims under existing law, courts are often hesitant to allow such claims to move forward. First, courts fear that allowing plaintiffs to seek damages every time their feelings are hurt will open the floodgates to excessive litigation, all in the name of “protecting mental interests.” It is already difficult to prove the level of “psychological damage” caused by cyberbullying, and the exaggeration of harm is a concern when financial reward is involved.

The second drawback to the IIED approach is that it requires courts to distinguish “the trifling insult or annoyance from the serious wrong.” Some have argued that “a certain toughening of the mental hide is a better protection than the law could ever be.”70 But at what point does cyberbullying cross the line from teaching teenagers how to “grow a thick skin” to “causing a serious injury”? This is a question that not just courts, but also legislators, school administrators, and parents all across the country have been trying to grapple with as they seek to address the cyberbullying threat.

67 Ibid.
68 Shira Auerbach, pp. 1667-1668.
69 Shira Auerbach, p.1669.
70 Shira Auerbach, p.1670.
While the tort of IIED has four elements, courts have traditionally focused on that of outrageousness. In the context of cyberbullying, an IIED claim can only be successful if a narration of the facts to a reasonable person “can arouse a significant amount of resentment against the bully, and ‘lead him to exclaim, Outrageous!’”\(^{71}\) The problem is that, until now, the tort of IIED has provided little guidance as to what constitutes “outrageous” conduct, so the scope of behavior that falls outside of the realm of acceptable behavior is difficult to define. Indeed, most IIED claims in New York have failed because of insufficient evidence to pass the “outrageous conduct” test.\(^{72}\)

**Independent Democratic Conference Legislation and Initiatives**

The lesson to be learned is that New York’s existing criminal and tort laws are insufficient to offer comprehensive redress to the complex and emerging problem of cyberbullying. The Independent Democratic Conference will:

1. Introduce a bill to further protect our children from cyberbullies, and
2. Sets forth a resolution to create more public awareness of cyberbullying by memorializing governor Andrew M. Cuomo to proclaim October 2011 Bullying Prevention Month in the state of New York.

**The bill**

Specifically, the bill will do two things: (1) expand the crime of stalking in the third degree to include cyberbullying; and (2) expand the crime of manslaughter in the second degree to include the emerging problem of bullycide. While neither cyberbullying nor bullycide is explicitly defined in the bill, both concepts are addressed in penal law sections 120.50 and 125.15.

**Cyberbullying: §120.50 Stalking in the Third Degree (a Class A Misdemeanor)**

A person is guilty of stalking in the third degree when he or she intentionally, and for no legitimate purpose, engages in a course of conduct using electronic communication directed at a child under the age of twenty-one years, and knows or reasonably know that such conduct:

- Is likely to cause reasonable fear of material harm to the physical health, safety or property of such child; or
- causes material harm to the mental or emotional health, safety or property of such child.

---

\(^{71}\) Ibid.

\(^{72}\) Ibid.
To avoid some of the caveats in New York’s existing stalking laws, the bill does not require that the offender initiate the communication. Further, it clarifies that a single electronic communication can be considered a “course of action” if it is directed at a child under the age of twenty-one years and transmitted to multiple recipients – even if the child is not one of them.

Similar to current stalking laws, this bill does not require that the cyberstalker intend to frighten or harm the victim, just that they intend to engage in a course of conduct targeted at a specific person under the age of 21 via electronic communication. In other words, there need not be intent to cause a specific result, such as fear.

The statutory requirement that the offender know or “reasonably should know” that his or her conduct causes “reasonable fear of harm” or actual harm addresses the concern that a particular conduct will be deemed criminal based on subjective fear of the alleged victim. The fear must be reasonable and not idiosyncratic and the harm must be material.

The bill defines “electronic communication” as “any transfer of signs, signals, writings, images, sounds, data or intelligence of any nature transmitted in whole or in part by a wire, radio, electromagnetic, photo-electronic or photo-optical system, [including], but not limited to, the transfer of such communications through the Internet” (NY Penal Law §120.40).

Bullying §125.15 Manslaughter in the Second Degree (a Class C Felony)

While the act of cyberbullying would be addressed by expanding stalking in the third degree, the bill also equips prosecutors with legal tools to bring legal action against perpetrators of bullycide. Under the proposed bill, a person is guilty of manslaughter in the second degree when […] he or she commits the offense of stalking in the third degree […] and, in the course and furtherance thereof, he or she intentionally or recklessly causes the victim of such offense to commit suicide.

The legislative resolution

The legislative resolution is part of a multidisciplinary approach. School teachers, parents, peers, advocates, organizations and legislators all must be involved in order to raise awareness of the consequences of cyberbullying, enact appropriate policies and laws, and create an environment that promotes tolerance and respect.

The IDC is calling on the governor to proclaim the month of October as Bullying Prevention Month in the State of New York in conjunction with National Bullying Prevention Month, which is a campaign in the United States founded in 2006 by Pacer’s National Bullying Prevention Center. Held during the month of October ever since, this campaign unites communities nationwide to educate and raise awareness of bullying prevention and the IDC hopes the State of New York will do the same thing statewide.
Why Criminalize Cyberbullying?

Some pessimists have made the case that cyberbullying laws such as this one are a waste of time and money because they are reactionary rather than preventative. They may give officials the ability to charge bullies under a specific law, they say, but at that point the damage has already been done. These people have also argued that education is the most effective means for creating change. Indeed, school districts throughout the state have already begun to implement policies to educate students and faculty about the dangers of cyberbullying. And once DASA goes into effect, it will certainly bolster educational initiatives to create a safe and respectable learning environment.

But all the driver’s ed classes in the world have not stopped reckless driving, and awareness training alone won’t put an end to cyberbullying either. The key is to tackle the problem from all sides – and from a legislative standpoint, cyberbullying laws are one way of incentivizing bullies to refrain from online harassment while providing the tools for prosecution if they don’t.

Freedom of Speech

The challenge lies in protecting teenagers from cyberbullying without trampling on the free speech protections afforded by the First Amendment. This proposed legislation accomplishes that in the following way:

Proponents of free speech have long argued that a society that puts people on trial for things they have written or said is no longer a truly democratic society. The power of the word has been undisputable; it has been essential to preserving democracy and, in fact, its founding premise was to preserve the exchange of ideas: a “market place” where citizens could sort through beliefs and ideas which best resonated with them and discard those that did not, thereby allowing for the creation of an ever-evolving, open society. Moreover, they contend that freedom of speech is recognized as a human right under Article 19 of the Universal Declaration of Human Rights, so it cannot and must not be limited.
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And yet, proponents of a more refined First Amendment argue that this freedom should be treated not as a right but as a privilege – a special entitlement granted by the state on a conditional basis that can be revoked if it is ever abused or maltreated. British Philosopher John Stuart Mill long argued that “the only purpose for which power can be rightfully exercised over any member of a civilized community, against his will, is to prevent harm from others.” His “harm principle” was articulated in an analogy by Oliver Wendell Holmes, Jr. (1841-1935), and still holds true today: “The right to swing my fist ends where the other man’s nose begins,” or, a person’s right to free speech ends when it severely infringes upon the safety and well-being of another.

In the case of cyberbullying, the perceived protections of free speech are exactly what enable harmful speech and cruel behavior on the Internet. It is the notion that people can post anything they want, regardless of the harm it might cause another person that has perpetuated, if not created, this cyberbullying culture. But “hate speech” that causes material harm to children should have consequences.

In summary, although speech is generally protected under the First Amendment, there are instances in which restrictions are warranted. In Virginia v. Black, for example, the court ruled that “the protections afforded by the First Amendment (...) are not absolute, and we have long recognized that the government may regulate certain categories of expression consistent with the Constitution. The First Amendment permits ‘restrictions upon the content of speech in a few limited areas, which are of such slight social value as a step to truth that any benefit that may be derived from them is clearly outweighed by the social interest in order and morality.’”

Until 1989, New York’s harassment laws were so broad that, in order to prevail in a claim of verbal harassment, the plaintiff only had to prove that the speech was “abusive or obscene.” In People v. Dietze, however, the New York Court of Appeals found that portion of the state’s harassment law unconstitutional explaining that speech may be “abusive,” even “vulgar, derisive, and provocative,” and still not fall within the realm of “constitutionally proscribable expression.” The court further explained that speech could only be restricted with regards to “words that inflict injury or otherwise incite immediate violence or [breaches] of peace,” and that is what remains the law now.

---

76 John Stuart Mill’s On Liberty (1859), considered a radical piece of work to Victorian readers at the time as it supported individuals' moral and economic freedoms from the state.
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The Independent Democratic Conference believes there should be consequences for those who cyberbully and commit bullycide and that those consequences proposed in this bill are within the above stated parameters of Constitutional law.

Cyberbullying: A Multilateral Approach

While this IDC bill is a crucial and much-needed step to combating the problem of cyberbullying, it can only be truly eradicated with the help of citizens, leaders, and activists at all levels of society. As with most things in life, the most effective solution calls for a multidisciplinary and multifaceted approach. School teachers, parents, peers, advocates, organizations and legislators – all must be involved in order to raise awareness of the consequences of cyberbullying, enact appropriate policies and laws, and create an environment that promotes tolerance and respect.\(^{83}\)

Awareness Campaigns & Non-Profit Organizations

- Organizations such as the Anti-Defamation League, the Cyberbullying Research Center, or CyberBully Alert must continue their initiatives to raise awareness and educate people about the dangers of cyberbullying and how to effectively tackle the problem once it is identified.

- As discussed above, setting aside an official month to recognize and increase awareness of cyberbullying will assist in public awareness and addressing this serious issue.

Monitoring By Online Providers

- Message board, chat room, and social networking website administrators should more effectively monitor their sites in order to limit harmful behavior and protect the privacy of their users.

Parental Control

- Parents and guardians need to become more involved in monitoring young people’s online activities. They need to make an effort to teach their children responsibility and respect.

- Parents, guardians, and educators must explain to their children the importance of reporting offensive or abusive behavior, whether it is online or in person.

School Environment

• Faculty, teachers, and other educators should enact and enforce policies to create an open and secure learning environment for students at all educational institutions, including middle school, high school, and college. Students must be educated on the harmful consequences of bullying and cyberbullying and learn how to prevent it from happening, both to themselves and to others.

Peer Leadership
• Young people (peers) who witness acts of bullying or cyberbullying must learn to intervene. “Bystanders” must to be empowered to help prevent cyberbullying by becoming “upstanders.”

Conclusion

Cyberbullying is a serious problem that must be addressed for the sake of all young people and generations to come. A role exists for members at every level of society to confront the problem heads-on. Our state’s laws are the framework that define acceptable behavior within our society, and it is within that framework that legislators, such as members of the IDC, can make the biggest impact. Social norms, which together with technology have allowed bullying behaviors to evolve into what they are today, will certainly take time to change. But together we can create a united front to combat cyberbullying and turn our society into one that embraces respect, civility, and tolerance. Cyberbullying is a unique threat that calls for unique solutions. New York’s laws must be brought up to speed with the 21st century. The time for legislative action is now. The time for greater awareness is now.